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Objective To enter a new role capable of pushing me to new heights as a 
Cybersecurity professional. I am seeking to continue to grow my 
passions for security, data privacy and open-source technology 
through serving the security requirements of a new environment.

Summary Highly skilled cybersecurity analyst with 3 years of experience in 
identifying and mitigating cyber threats. Proven ability to analyse 
complex data and develop effective security protocols. Strong 
problem-solving skills and a dedication to staying current with the latest 
Cybersecurity threats and industry best practices.

Senior Security Analyst

CyberCX, Wellington

October 2024 – Present

Responsibilities:

– Provide advanced security operations, project leadership 
and management, capability development and thought 
leadership.

– Provide mentoring and operational guidance to less 
experienced team members.

Senior Cyber Threat Analyst

The New Zealand Defence Force, Wellington

January 2024 – October 2024

Responsibilities:

– Research and analyse disparate sources of information to 
form a fused view on trending threats.

– Communicate actionable Cyber threat analysis through 
high quality written reporting and/or verbal briefings.

Cybersecurity Solutions Specialist

InPhySec Security, Wellington

April 2023 – January 2024

Responsibilities:

– Design and deploy cybersecurity solutions tailored to 
client needs.

– Conduct vulnerability assessments and provide 
actionable security recommendations.
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Security Operations Center Analyst

InPhySec Security, Wellington

June 2021 – April 2023

Responsibilities:

– Monitor and analyse security events to detect and 
respond to potential threats.

– Lead incident response efforts to mitigate and resolve 
cybersecurity incidents.

Bachelor of Science, Major in Computer Science with a 
Specialisation in Cybersecurity

Victoria University of Wellington, Wellington – March 2022

7ASECURITY Training, Hacking Modern Desktop Apps: Master the 
Future of Attack Vectors

AppSec NZ Conference, February 2021

OSINT Combine, Advanced Open Source Intelligence Course

osintcombine.com, June 2024

Skills – Strong understanding of network security principles and 
protocols.

– Mastery of Endpoint Detection and Response (EDR) tools 
such as CrowdStrike Falcon and Microsoft Defender for 
Endpoint.

– Expertise in leveraging Open-Source Intelligence (OSINT) 
methodologies and tools to remediate security incidents.

– Experience with security incident and event management 
(SIEM) systems such as Splunk, Sentinel, and Kibana/

– Proficient in programming languages such as Python, 
Julia, C#, C++, and Java.

– Familiarity with industry standards, frameworks and 
regulations such as PCI-DSS, SOC 2, ISO 27001 and MITRE-
ATT&CK.

Certifications – Certified CrowdStrike Falcon Administrator (CCFA)
– Certified CrowdStrike Falcon Responder (CCFR)
– Swimlane Certified SOAR User (SCSU)
– Recorded Future Certified Analyst

References Referees available on request.
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